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15 December 2021 
 

 
 

Statement on security vulnerability CVE-2021-44228 / VU#930724 

 

 

To Whom It May Concern: 

 

On December 12, 2021, researchers reported a severe 0-day vulnerability, which is referred to as 

Log4Shell, in Apache Log4j. The vulnerability is also tracked by other organizations under different 

identifiers, such as CVE-2021-44228 or CERT Coordination Center VU#930724. 

Belden’s Product Security Incident Response Team (PSIRT) has investigated these vulnerabilities and 

determined that all networking devices and software tools sold under the Hirschmann brand are not 

affected by the vulnerability mentioned above. 

Belden’s PSIRT policy is to publish security bulletins for Belden products and its various brands at 

https://www.belden.com/security. 

Due to the high attention this vulnerability has received, we have decided to deviate from our policy to 

provide this statement. 

Thank you for your trust. If you have any further questions, please contact your local Belden sales team. 

 

 

Kind regards, 

Hirschmann Automation and Control GmbH  

 

 

 

 

ppa. Dr. Thomas Niessen     i.A. Sebastian Preiss 

VP Business Development     Product Cluster Manager 


